
Who will we share your personal information with? 

We use a range of companies and partners to either store personal 
information or to manage it for us. Where we have these arrangements there 
is always a contract, memorandum of understanding or information sharing 
protocol in place to ensure that the organisation complies with data 
protection law. We complete privacy impact assessments before we share 
personal information to ensure their compliance with the law. 

Sometimes we have a legal duty to provide information about people to 
other organisations, e.g. Child Protection concerns or Court Orders. 

We may also share your personal information when we feel there is a good 
reason that is more important than protecting your confidentiality. This does 
not happen often, but we may share your information: 

• For the find and stop crime or fraud; or 
• if there are serious risks to the public, our staff or to other 

professionals; or 
• to protect a child. 

The law does not allow us to share your information without your permission, 
unless there is proof that someone is at risk or it is required by law. 

This risk must be serious before we can go against your right to 
confidentiality.  When we are worried about physical safety or we feel that 
we need to take action to protect someone from being harmed in other ways, 
we will discuss this with you and, if possible, get your permission to tell 
others about your situation. 

We may still share your information if we believe the risk to others is serious 
enough to do so.  

There may also be rare occasions when the risk to others is so great that we 
need to share information straight away. If this is the case, we will make sure 
that we record what information we share and our reasons for doing so. We 
will let you know what we have done and why as soon as or if we think it is 
safe to do so. 

 


